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CONSULTATIVE FORUM ON INTERNATIONAL SECURITY POLICY 

 

 

Submission by Dónal Denham, Ambassador of Ireland retd. (Lithuania, Belarus & 

Finland) 

 

 

Riddle me this: a shared island perspective. 

 

 
The Irish Conundrum: 

One island, two jurisdictions: a border that is not a border between them.  One jurisdiction is a 

member of the European Union of 27 states; the other jurisdiction is not.  One jurisdiction is a part of 

NATO; the other jurisdiction is not.  The island in question is IRELAND, one jurisdiction being a 

Republic by governance, the other a constitutional Monarchy. 

 

Yet we know that a significant number of people in both jurisdictions favour and aspire to a unified 

one-jurisdiction island, while a significant number of people in one part of the island wish to remain 

within NATO as a European mutual defence alliance.  How would NATO Art. 5 apply? 

 

So, how are we ever going to be able to have an Ireland which is both a member of the EU and a 

member of NATO and unified?  The eventual resolution of Ireland’s great “national question”, the 

unification of the island, would be difficult to imagine in circumstances where one community 

favoured neutrality (of whatever hue) while another community stood with NATO. 

 

I recall, during my diplomatic career, that the notion of a “European Army” was envisaged by the 

constitutional discussions as far back as the idea of a united Europe itself.  As recently as the Treaty of 

Lisbon (aka the Reform Treaty) of 2009, important European Parliamentarians such as Elmar Brok 

have voiced their public support for the concept and establishment of a European Army.    

 

But such a notion has no place in the Irish tradition – reiterated by all Irish political parties – of 

military neutrality.   Any fundamental changes to that tradition, even if incremental in step, risk 

destabilising our internal democratic structures and raise the prospect of renewed violent 

disagreements. 

 

NATO, Neutrality, Conflict Resolution: Choices 

My own experience, born of five years’ service in Lithuania from 2005 to 2010, is that the central and 

Eastern member States of the European Union, especially those who joined in 2004, attach  much 

more importance to their NATO membership than to their EU membership and would always choose 

to put the former before the latter if required to do so. 

 

I also firmly believe that Uachtarán Michael D. Higgins, was perfectly correct to flag the gradual but 

inevitable slide towards NATO membership that has been in progress since before the Treaty of 

Lisbon (2009) and which has accelerated in tandem with our active military participation in the 

Partnership for Peace and PESCO initiatives. 

 

It has resulted in a dilution of the international image of Ireland as a non-aligned voice for world 

peace, with an empathy for the newer, developing nations across the globe.  We are now clearly 

identified with the policies and actions of the European Union, with its defence and security 

initiatives, and most recently with the alliance supporting Ukraine.  In the latter context, we should 

remember that hard cases make bad law.  

 



There was a brief moment in the late 1980s,  a moment now referred to as an “inflection point”,  when 

the West could have used its resources to support fundamental change and the embedding in of 

democracy in Russian society.  Instead, we collectively chose to focus our international efforts on 

shredding apart the Soviet Union by supporting its constituent parts, the Baltics, Poland, Hungary, 

Czechia, Slovakia etc., and even Ukraine  against the centre, Moscow and its autocracies.  We are, 

therefore, in a sense to blame for this latest  conflict, ignoring the emerging warning signs and 

continuing to push out NATO’s boundaries of influence despite the deterioration of power checks and  

balances within the Russian Federation 

 

No one wins in war (except ideologies); war is a human weakness, a disgrace and a tragedy. 

 

 Ireland should, therefore, use what remains of its traditional, impartial international influence 

as a peace builder to promote a peace process, sooner rather than later.   With respect to this 

forum, fiddling  about with changes to triple lock mechanisms or coming up with wordy, worthy 

declarations is not the way to do so. 

 

 

 

Dónal Denham 

(Ambassador of Ireland, retd. & Founder, University of the 3rd Age Dun Laoghaire) 

 

 

https://www.u3adldk.ie/


   

 

 

 

 
                                       

 

Dear Dame Richardson, 

 

The need to articulate Strategic Threat to facilitate an Irish Security Strategy 

 

Overview: The Consultative Forums on International Security Policy were subject to unfounded claims, 

many of which could be attributable to a lack of understanding of security issues, and a lack of awareness of 

the very real threats to Irish State Security. Unlike the majority of western countries, Irish politicians, and as 

a consequence the Irish public, do not receive Intelligence Analysis or Intelligence briefings on a given issue 

that should be pressing to them. The people who lead Irish national security policy, namely the head of the 

National Security Analysis Centre (NSAC), the head of Military Intelligence (J2) and the head of Garda 

National Crime and Security Intelligence Service, among others, do not share their analysis with the 

Oireachtas Committees on Justice, Defence or Foreign Affairs. None of these bodies release annual reports 

or declassify their analysis, meaning their analysis occurs in a silo, contributing to a void whereby even the 

most basic of security provisions can be misrepresented or mislabeled. Enhanced understanding of threat 

and security, would nullify such a void. This can be easily overcome so that the Oireachtas and public 

receive consistent insight and analysis, so the tangible work conducted by NSAC, Military Intelligence and 

the Gardaí, is tangible to those that can affect security at large. An ideal outcome would be that the heads of 

NSAC, Military Intelligence or Garda Intelligence regularly brief the Oireachtas, publically and privately, 

before the Oireachtas make critical decisions on both national and international security. The Irish National 

Security Strategy is still not written, despite the establishment of NSAC in Jul 2019. This strategy needs to 

take an all of government approach, and be written in terms of Threat mitigation, falling from evidence 

based Intelligence Analysis.  

 

Background  

 

1. Respected historians like Prof Eunan Ó Halpín1 have long argued that Irish Defence policy is 

essentially made ‘ad hoc’, and that Defence should be viewed in terms of the wider security situation 

as well as Irish foreign policy commitments and interests. Wider analysis does take place within the 

walls of Military Intelligence and the Garda National Crime and Security Intelligence Service. 

Though NSAC, the organisation where Military Intelligence, the Gardaí, DFA, Revenue, the 

National Cyber Security Centre (NCSC) should all share their analysis, does not sit in any 

meaningful way; 4 years after its establishment it does not even own a premises. Reportedly the 

National Security Strategy that then Taoiseach (now Tánaiste) Míchael Martin stated NSAC were 

                                                 
1 P 217 2016 DF Review ‘Rethinking Irish Civil Military Relations in the 21st Century’ by Prof Eunan Ó Halipín 



 

 

 
                               

drafting on 06 Dec 222, has already been relegated to a National Security Statement. It does not, nor 

has it ever released any of its analysis.  

 

2. In a pre-internet era, it was sufficient to many members of the public that Military and Garda 

Intelligence simply existed, and were quietly working on the State’s behalf. Recent publications3 on 

the 50th Anniversary of the 1970 Arms Trial (for all its faults probably one of the few times Military 

Intelligence was in the public spotlight), portrayed Military Intelligence as a busy unit that drives 

defence and security policy. One of the primary issues raised at the Arms Trial, was how much direct 

access Military Intelligence members had to the elected officials, and this was likely when this 

practice ended.     

 

3. On 15 Nov 2011, Junior Minister of State Willie Penrose resigned his portfolio over the closure of 

Columb Barracks4 Mullingar, but for the most part, elected officials did not call into question 

Government austerity plans when it came to DF budgets, moratoriums on DF recruitment or the 

closure of barracks. That other elected officials resigned over the closure of hospitals, or that 

electoral candidates were successful on anti-austerity campaigns, highlighted that the general public 

and elected officials valued health and finance, over the military and policing. This is understandable 

in that health and finance are every day concerns, but the environments for both cannot exist without 

societal safety. The HSE Cyber Attack undertaken by a Russian criminal gang acting with the tacit 

consent of the Russian State, during COVID 19, is a very recent example if one were needed at all, to 

make this fairly obvious point.   

 

4. The Feb 22 Commission on Defence recommended that the DF be re-structured to revert the damage 

caused by the 2012 Re-Organisation, and move away from geographical Brigades, in favour of a 

more functional establishment that would see Navy and Air Assets deployed on the West and East 

Coasts, rather than the current heavy urban concentration. The closure of Barracks in Cavan, 

Monaghan, Lifford and Letterkenny, mean that the entire border region is now only covered by two 

Army units, one in Dundalk and one outside Ballyshannon, despite the very plausible threat of a 

resurgence of violence north of the border due to the political impasse in Stormont, a revitalisation of 

                                                 
2 Oireachtas debates: Taoiseach Míchael Martin responding to a question from Sinn Féin TD Louise O’Reilly, 06 Dec 22: 

https://www.oireachtas.ie/en/debates/question/2022-12-06/76/  
3 Heney, Michael ‘the Arms Crisis: the plot that never was’ (2020) and Burke, David ‘Deception and Lies’ (2020) both highlight 

that Capt James Kelly was in fact given direction to attain weapons for Northern Citizens Defence committees, this was known by 

the Taoiseach and Ministers and were not linked to the IRA. The IRA allegation, reportedly emerged from the Sec Gen at the 

Department of Justice, who had not been consulted about the operation.    
4 Labour TD Willie Penrose stated at the time ‘I am not prepared to stand over a decision that is not backed up by facts or 

figures’. 170 members of the 4th Field Artillery Regiment were moved to Custume Bks Athlone, though barracks also closed in 

Castlebar, Cavan and Clonmel with little or no public or political reaction.  

https://www.oireachtas.ie/en/debates/question/2022-12-06/76/


 

 

 
                               

the Loyalist and dissident Republic groups post BREXIT, especially among younger people born 

after the signing of the Good Friday Agreement.  

 

5. The Commission also recommended massive investment in the Irish Special Forces (SOF) unit the 

Army Ranger Wing (ARW), and de-confliction between the ARW and the Garda Emergency 

Response Unit. Due to a lack of political direction, Ireland now has two highly skilled emergency 

response units, one policing, one military: both under-utilised. The Commission recommended 

investment in Cyber defence, but since its publication there have been major ransomware attacks 

against Munster Technical University (Feb 23) and Evide (Apr 23) that affected data on charities 

including organisations that deal with the victims of sexual abuse. There have been no concrete steps 

taken by the DF to achieve any of the aforementioned recommendations, which is worrying given 

many featured previously in the 2015 White Paper on Defence.  

 

Identification of threats/ Political oversight 

 

6. Security threats and security matters are not taken seriously in Ireland, and some of that is as a result 

of failures by the DF to adequately communicate threats, or indeed dumb down an event when it 

occurs. Likewise, successive Irish Governments have failed to articulate exactly what it is they 

expect their military and state security infrastructure to do. There are a litany of events that happened 

to DF personnel while deployed abroad that never made it to public attention but certainly merited it. 

On-island is no different. A recent domestic example was the Russian hybrid operation in early 2022 

whereby the Russian Armed Forces (RuAF) organised a military exercise off the South West coast, 

placing naval vessels within striking distance of Dublin, London and Paris, while RuAF soldiers 

were forming up on the Ukrainian border. The threat to Ireland, the EU and NATO was very clear, 

but the public reacted with apathy and in some instances derision. The Russian Ambassador 

deliberately misled the Irish public through Oireachtas hearings and media appearances and 

furthermore undermined the Irish State giving credit to fishermen. When Russian diplomatic staff 

were removed from Ireland based on Military Intelligence advice for contravening the Vienna 

Convention, the Gardaí got credit for it5, and no one corrected the error. The DF Press Office could 

not overtly comment, because of decades or engrained practice to keep Military Intelligence away 

from media attention. 

 

                                                 
5 30 Mar 22 Irish Independent article ‘Four Russian diplomats expelled from State were suspected of being undercover military 

officers’ by Philip Ryan and Senan Molony stated ‘Gardaí believe the four diplomats were members of a Russian military agency 

called the GRU….the individuals who have been expelled have been on the Garda radar for some time’. This statement was 

repeated in numerous other articles at the time.  

 



 

 

 
                               

7. The Afghanistan and Sudan evacuations (ECATs), Military Intelligence advice to DFA regarding 

insertion into Embassies, the repatriation of DF personnel from the Democratic Republic of Congo, 

the transportation of former DF member Lisa Smith to Ireland and numerous Naval Service (NS) 

drug interdictions occurred with Military Intelligence direct involvement or analysis, yet neither the 

public, nor elected officials are aware of this, and therefore Military Intelligence were never 

attributed credit where credit was due.   

 

8. The May 2021 HSE cyber-attack, deliberate disinformation on Irish social media regarding 

referenda, the rise of an Irish alt-right/ vaccine scepticism, Russian jets entering Irish controlled 

airspace, evidence of foreign submarines operating in Irish waters in the form of deaths of mammals 

attributable to sonar, evidence of foreign espionage vessels monitoring under-sea cables, growing 

tensions in Northern Ireland as a consequence of BREXIT and a potential border poll, the growth of 

corporate espionage in Dublin targeting international tech companies, Chinese insertion into Irish 

academia etc all occurred in recent memory, or continue to occur, yet the public are left largely 

unaware.  

 

9. In Jun 22, a Russian spy called Sergey Vladimirovich Cherkasov, tried to infiltrate the International 

Criminal Court under an assumed Brazilian identity, augmented by his time studying in Trinity 

College, Dublin. The Dutch Intelligence agency the AIVD, released a limited amount of their 

analysis on the individual6; not to create ‘Reds under the bed’ type hysteria, but to reassure the public 

that ‘yes, your taxes contribute to work that makes society safer’. Despite Mr Cherkasov’s time in 

Ireland, no Irish analysis was released. 

 

10. In Oct 22, a Chinese Police station, was found operating in plain sight on Capel Street in Dublin 

without permission from the Irish DFA.7 The ‘Fuzhou Police Service Overseas Station’ was believed 

to be a front for State espionage not just on Irish officials, but also on Chinese nationals living in 

Ireland. It was one of several that opened across Europe in recent years.  

 

11. In Mar 23, the Australian Security and Intelligence Organisation (ASIO) announced their intention to 

deport Marina Sologub, a Kazakh born Irish citizen, who worked briefly as an intern in the 

Oireachtas, back to Cork on account of perception she is a threat to Australian national security.8 She 

was working with an Australian council at the time of AISO’s intervention. 

 

                                                 
6AIVD disrupts activities of Russian intelligence officer targeting the International Criminal Court publishd 16 Jun 23: 

https://english.aivd.nl/latest/news/2022/06/16/aivd-disrupts-activities-of-russian-intelligence-officer-targeting-the-international-

criminal-court  
7Chinese 'police station' in Dublin ordered to shut, BBC News, 27 Oct 22: https://www.bbc.com/news/articles/crgndy37n16o  
8 Person associated with Irish-Russian 'security risk' working in Irish parliamentary system, Irish Examiner, 28 Feb 23: 

https://www.irishexaminer.com/news/arid-41081564.html  

https://english.aivd.nl/latest/news/2022/06/16/aivd-disrupts-activities-of-russian-intelligence-officer-targeting-the-international-criminal-court
https://english.aivd.nl/latest/news/2022/06/16/aivd-disrupts-activities-of-russian-intelligence-officer-targeting-the-international-criminal-court
https://www.bbc.com/news/articles/crgndy37n16o
https://www.irishexaminer.com/news/arid-41081564.html


 

 

 
                               

 

 

12. Also in Mar 23, Judge Martin Nolan sentenced a far right sympathiser, Mark Wolf, to 10 years 

imprisonment9 for trying to purchase explosives to carry out an attack in Ireland. When Gardaí 

searched Mr Wolf’s accommodation, he was also in possession of a 3D printer for the creation of 

weapon parts, and video guides on the Mar 19 Christchurch Mosque attack. It is also worth noting 

that Mr Wolf was in possession of imagery showing the rape and abuse of children and it is not clear, 

what it was that brought Mr Wolf to the attention of Gardaí; the sexually abusive images, or the 

inchoate attack. Irrespective, Mr Wolf’s case highlights the very worrying trend of far right 

mobilisation in Ireland that has seen individuals such as Gemma O’Doherty, John Waters, Hermann 

Kelly, Dr Dolores Cahill and Rowan Croft, create insecurity through social media, which in turn was 

linked to various bizarre incidents including an arson attack on Sinn Féin TD Martin Kenny’s 

property, the burning of an electricity pylon in the belief COVID 19 and 5G mobile signals would 

lead to deaths and general disinformation around reception centres for refugees.  

 

13. There is a myriad of Military Intelligence and Garda National Crime and Security Intelligence 

Service analysis on all of the aforementioned, but it exists in a silo and will be of little consequence 

unless brought to key decision makers and elected official’s attention, by NSAC, Military 

Intelligence or the Gardaí, who may implement measures to mitigate against threats identified.   

 

14. The Commission on the DF was stark in its identification of problems affecting the DF, most notably 

that it no longer possesses the capacity to defend the state. That was obvious to members of the DF 

who could see first-hand labour turnover attributed to poor pay and conditions, malaise in terms of 

commitment and an over reliance on Overseas deployments set against domestic security roles. 

There is an old saying that ‘everywhere a General goes he smells fresh paint’. It carries a serious 

point: we as a State cannot address our security problems, until we are honest about what they are.  

 

15. There is an abundance of evolving threats both on and off island, that need to be highlighted to the 

public, without causing panic. Threats that are very real and very present, are the logical retort to 

those that query the existence of the DF, national security infrastructure or cooperation with 

international security partners. The DF and Garda National Crime and Security Intelligence Service 

are aware of those threats, but articulate it to nobody of strategic worth, least of all the elected 

officials or citizens of the Irish Republic. 

 

                                                 
9Far-right sympathiser was buying explosives for terror attack in Ireland, gardaí believe, Irish Times, 17 Apr 23: 

https://www.irishtimes.com/crime-law/2023/04/17/far-right-terror-suspect-was-planning-to-purchase-explosives-in-ireland-

gardai-believe/  

https://www.irishtimes.com/crime-law/2023/04/17/far-right-terror-suspect-was-planning-to-purchase-explosives-in-ireland-gardai-believe/
https://www.irishtimes.com/crime-law/2023/04/17/far-right-terror-suspect-was-planning-to-purchase-explosives-in-ireland-gardai-believe/


 

 

 
                               

16. On the rare occasions it is articulated to the Ministers for Defence or Justice, or the Taoiseach, under 

the aegis of the National Security Committee, it likewise goes no further than the Committee. This 

means broader political understanding is not there and this contributes to a lack of wider 

understanding of State Security. In a Republic, where Separation of Powers, and oversight of 

Intelligence is a given, this is a massive failing in Irish political and security governance. Looking at 

other western countries: 

 

a. New Zealand, of similar size to Ireland with similar maritime challenges, has an Intelligence 

and Security Act 2017 covering its two intelligence and security agencies, and their oversight 

bodies. New Zealand Intelligence agencies are overseen by a parliamentary committee, which 

scrutinises their policies, administration and expenditure, and an independent Inspector-

General of Intelligence and Security who ensures the agencies operate lawfully and 

effectively. Intelligence warrants may be issued by a responsible Minister either solely, or 

jointly with a Commissioner of Intelligence Warrants.10 

 

b. In the UK, the Intelligence and Security Committee oversees the expenditure, administration, 

policies and operations of the three key Intelligence agencies. The Investigatory Powers 

Commissioner and The Investigatory Powers Tribunal oversees the administration of 

warrants and investigates complaints about public bodies’ use of investigatory powers11. 

 

17. Ireland needs to massively overhaul the 1954 Defence Act12 which does not reflect the modern 

security challenges, furthermore, the Triple Lock needs to be overhauled to a Double Lock, that will 

not give a foreign power veto rights on Irish deployments, or restrict Irish deployment numbers to 

only 12 people. Section 7 of the 2009 Surveillance Act allows for approval for surveillance in cases 

of urgent necessity to be issued by a Superintendent of An Garda Síochána, a Colonel of the Defence 

Forces (in reality DJ2), or a Principal Officer of the Revenue Commissioners.13 A Judge has 

oversight under the Act, though there is no direct political oversight or accountability similar to other 

States. There are no real Irish instances to cite whereby the Judicial oversight was not deemed 

sufficient, but an extra layer of political oversight would mean that the three pillars of the Republic, 

the Executive, Judiciary and Legislature, would be involved and better informed on State security.  

 

                                                 
10 2017 Australian Parliamentary Report on Intelligence Oversight: 

https://www.aph.gov.au/About_Parliament/Parliamentary_Departments/Parliamentary_Library/pubs/rp/rp1718/OversightIntellige

nceAgencies  
11 Ibid.  
12 Irish Statute Book, 1954 Defence Act: https://www.irishstatutebook.ie/eli/1954/act/18/enacted/en/html  
13 Irish Statute Book, 2009 Surveillance Act: https://www.irishstatutebook.ie/eli/2009/act/19/enacted/en/html  

https://www.aph.gov.au/About_Parliament/Parliamentary_Departments/Parliamentary_Library/pubs/rp/rp1718/OversightIntelligenceAgencies
https://www.aph.gov.au/About_Parliament/Parliamentary_Departments/Parliamentary_Library/pubs/rp/rp1718/OversightIntelligenceAgencies
https://www.irishstatutebook.ie/eli/1954/act/18/enacted/en/html
https://www.irishstatutebook.ie/eli/2009/act/19/enacted/en/html


 

 

 
                               

18. The Commission on Defence recommends an expanded Military Intelligence and an Intelligence 

school. Increased civilianisation is recommended throughout the Commission report with analysts, 

linguists, programmers, cartographers and skilled personnel to identify, analyse and make 

recommendations to mitigate against threat. A more robust Military Intelligence could conceivably 

have prevented a number of security incidents before they occurred. Military Intelligence expansion 

should be completed in tandem with friendly agencies so that an all of government approach is 

achieved and the practice of siloing Intelligence ends: NSAC, the Gardái, the NCSC, DFA etc. A 

more visible Military Intelligence is needed not just to improve infrastructure, but wider DF and 

Governmental infrastructure, as the DF will not evolve operationally, while there is widespread 

ignorance of the threat that necessitates military infrastructure.   

 

19. Given both the Gardaí and DF are struggling to both maintain their numbers, or to recruit new 

members, the direct recruitment of Intelligence specialists into both organisations would be enticing 

for many people for whom the physical sides of the military or policing, holds little appeal. 

Furthermore, given both organisations badly need to diversify their workforce in terms of gender and 

New Irish; the recruitment of Intelligence analysts and specialists would be an efficient means to 

address the shortfall.   

 

20. The following are six (6) easily implementable measures, that could act as a foundation for future 

consistent, credible Threat Analysis being released to the Oireachtas and wider public, in ascending 

order from easy to implement to the more difficult: 

 

1. The identification or personification of State Intelligence 

 

21. The head of NSAC is Dermot Woods and has been publically identified as such on numerous 

occasions. On the Department of An Taoiseach website it states that Dermot Woods is the Assistant 

Secretary General of the ‘Government Secretariat and Parliamentary Liaison Unit’14. No mention is 

made of his NSAC role. Dermot Woods rarely speaks in public and to reiterate no Intelligence 

analysis is relayed to either the Oireachtas or the public in any meaningful way, and this falls far 

below best practice in most countries. Assistant Commissioner Michael McElgunn is the head of the 

Garda Crime and Security Intelligence Service.15 The head of Irish Military Intelligence, the Director 

of J2 (“DJ2”) a Colonel is never identified publically, but will brief the Minister for Defence, the DF 

Chief of Staff and occasionally elected officials or other government departments.  

                                                 
14Dermot Woods biography, Department of An Taoiseach website:  https://www.gov.ie/en/biography/0b0d0-dermot-woods/ last 

updated 07 Mar 23, last viewed 06 Jul 23.  
15 Assistant Commissioner Mcelgunn biography: https://www.garda.ie/en/about-us/senior-leadership-team/assistant-

commissioner-crime-security-intelligence-service.html  

https://www.gov.ie/en/biography/0b0d0-dermot-woods/
https://www.garda.ie/en/about-us/senior-leadership-team/assistant-commissioner-crime-security-intelligence-service.html
https://www.garda.ie/en/about-us/senior-leadership-team/assistant-commissioner-crime-security-intelligence-service.html


 

 

 
                               

 

22. Whether DJ2 is identified (ie ‘Name given’) or is personified (ie ‘Appointment linked to an 

anonymous person, but name withheld’) to the public is not something I could recommend for or 

against, and the decision would rest solely with the Defence Forces Chief of Staff and DJ2 

themselves. There are pros and cons to both. 

 

23. An obvious ‘con’ is that should the Director be identified, their family could be subjected to scrutiny 

and indeed threat, not just from obvious groups such as criminals or paramilitaries, but also lone 

paranoid types who could vent anger against state surveillance at a person who will inextricably be 

linked to it.  

 

24. A ‘pro’ is that most Intelligence Agencies internationally have an identifiable chief, who oversees 

analysis but also relays it to the public and key decision makers. They are both managers/leaders and 

spokespeople. In some instances they will even have social media accounts linked to the 

appointment.  

 

25. In Ireland, aside from Garda National Surveillance Unit testimony to the Special Criminal Court, 

Specialist Gardaí are usually identified, they will use their own names and their names will be 

published after giving testimony in Court. Consideration would likely need to be given to enhanced 

security measures for DJ2 if they were identified, though it is easily addressed. 

 

26. The recent Consultative Forums on International Security Policy only had one serving member of the 

Defence Forces during 18 panels (Assistant Chief of Staff Rossa Mulcahy, with another, Commander 

Roberta O’Brien on a career break), who spoke about capability development, but only fleetingly 

referred to the need for Strategy to be informed by Threat Analysis. As it is in all security 

landscapes. On 15 May 2015, then DJ2 Col (later Brig Gen) Joe Mulligan spoke at the White Paper 

Symposium on Defence in Farmleigh. To the best of my knowledge this was the first time in recent 

memory that DJ2 was publicly identified. Journalists were briefed that Col Mulligan’s speech could 

be covered verbatim, that his name could be attributed to it, his image could be shared. As the 

symposium sought input from various interest groups, the full gambit of ill-informed and well-

informed were present on the day. When Col Mulligan spoke, in uniform, it was a retort to the 

previous ill-informed commentary. He spoke about threats on-island and off-island; the message 

being, that you should not under value a given nation’s military. Col Mulligan spoke publicly again 

at an academic event in Waterford a few weeks later, and after those two appearances, the DJ2 

appointment reverted to be being neither identifiable nor personified. In many ways, the fact the 

Consultative Forums relied heavily on academia and international experts was a good thing to move 



 

 

 
                               

away from very entrenched Irish views on security. But the failure to have someone working in Irish 

State Security Intelligence, be it Dermot Woods, Assistant Commissioner Elgunn or DJ2, brief the 

Forums on the very real threats facing the Irish State, created the void for the disinformation that was 

widely spread about the Consultative Forums.  

 

27. In Nov 2018, former COS V/Adm Mark Mellett DSM was called before the Joint Committee on 

Foreign Affairs, Trade and Defence, where he was questioned, and was able to articulate the key 

message that DF personnel are not paid enough.16  His pronouncements were effective, but also quite 

conservative when one considers all he could comment on: severe under-investment, lack of 

resources. He stuck to key messages of pay, retention and recruitment, all in a measured tone, and 

any appearances by Chiefs of Staff since followed the same timbre: polite, dealing in language of 

budget and human resources, as one would expect more from the CEO of a company or a Secretary 

General of a Civil Service Department. Never addressing Threat, on island, or off island. Given the 

Commission on Defence paper advanced three LOA’s in terms of spending, published the week 

before the war in Ukraine, yet the Government opted for the conservative middle ground (LOA 2) 

despite the threats evident, it is integral that Threat Analysis be more readily available to the wider 

body politic, and the wider public, so people are aware that money spent on mitigating threat, is 

money well spent. A senior spokesperson in one hue or another to articulate NSAC, DF or Garda 

Threat Analysis is badly needed.  

 

2. The Annual Report as foundation for publication of analysis in the future 

 

28. The Garda Annual Report 202117 does dedicate pages 29 to 36 to National Security and Intelligence, 

but this is really an overview of activity and does not go into any great detail of what the pervading 

threats to the State are. No declassified or redacted analysis is included. 

 

29. NSAC does not issue a report whatsoever. Despite falling under the remit of the Department of An 

Taoiseach, State Security does not feature in the six priorities listed in the Dept of An Taoiseach 

Annual Report, and NSAC only gets a fleeting mention under Dept of Taoiseach coordination 

functions, alongside 11 other functions.18 

 

                                                 
16 The Committee sat 14 Nov 2018 
17 Garda 2021 Annual Report: https://www.garda.ie/en/about-us/our-departments/office-of-corporate-communications/news-

media/ags-annual-report-2021-english.pdf  
18 Department of an Taoiseach 2021 Annual Report: https://www.gov.ie/pdf/?file=https://assets.gov.ie/230986/83b49f0c-7bdc-

4bd9-aa11-b4fc4c9920e7.pdf#page=null  

https://www.garda.ie/en/about-us/our-departments/office-of-corporate-communications/news-media/ags-annual-report-2021-english.pdf
https://www.garda.ie/en/about-us/our-departments/office-of-corporate-communications/news-media/ags-annual-report-2021-english.pdf
https://www.gov.ie/pdf/?file=https://assets.gov.ie/230986/83b49f0c-7bdc-4bd9-aa11-b4fc4c9920e7.pdf#page=null
https://www.gov.ie/pdf/?file=https://assets.gov.ie/230986/83b49f0c-7bdc-4bd9-aa11-b4fc4c9920e7.pdf#page=null


 

 

 
                               

30. The 2020 Department of Defence/ Defence Forces Annual Report contained 120 pages. The first 

Strategic Goal outlined is the ‘Provision of timely and relevant policy and military advice’19.  

Numerous offices are mentioned as providing this advice, namely DOD, Office of Emergency 

Planning, DFA, Ministerial meetings, Defence Policy Directors, GOCs, the High Level Planning and 

Procurement Group. At the very last paragraph of this section it is stated ‘during 2020, military 

intelligence provided 151 briefings, of which 94 were verbal briefings and 57 were written briefings, 

including monthly intelligence and security briefings, pre-deployment and post-deployment briefings 

for personnel on Peace Support Operations, and Ministerial briefings. Military Intelligence also 

conducted multiple internal awareness and security briefings for military career courses and staffs 

of the Defence Forces’.   

 

31. For the Strategic Goal ‘Contribute to national and international security and defence policy’, 

perhaps the heading most fitting to Military Intelligence, Military Intelligence is not mentioned at all. 

The first paragraph mentions the inter-departmental ‘National Security Committee’ and three (3) 

paragraphs are dedicated to NSAC. It does not even state that the DF contribution to NSAC is from 

Military Intelligence. Apart from those two (2) fleeting mentions, there are no further references to 

J2. There is no analysis of on-island or off-island threats. Overseas deployments20 are covered in a 

banal fashion with overarching descriptions of the Missions, but no real mention of the threats DF 

personnel face when deployed.  

 

32. It is common practice among European and Anglophone intelligence agencies to publish a summary 

of their work or analysis. A section could be dedicated to this in an NSAC Annual Report, or the 

Annual Reports of the DF and GS respectively. It need not be exhaustive, indeed it could be quite 

generic: a bland, heavily edited few pages that covers NSAC, Military Intelligence or the Gardaí’s 

foreign and domestic work compiled from existing reports e.g only reflecting events that have 

already happened. Likely events, very simple forecasts could be used such as ‘it is assessed that the 

forthcoming elections could raise tensions in the deployment area’. Forecasts that are so generic they 

will not encumber the work of personnel deployed, but will let the public know that there is a State 

employee analysing and assessing threat. 

 

33. Military Intelligence is currently under staffed and under resourced but this should change should the 

Commission recommendations be delivered upon. An expanded report chapter dedicated to Military 

Intelligence analysis in the DF Annual Report could be a conservative entry into further publication 

of Military Intelligence analysis as is normal in other agencies. It is perhaps better that this takes 

                                                 
19 Page 9 of 2020 Annual Report.  
20 Page 79 of the Annual Report 



 

 

 
                               

place after Military Intelligence receive more staff, including linguists, civilian analysts, economists, 

IMINT, software engineers, graphic designers etc etc, so that periodic thematic DF reports could be 

released to provide timely information on a given subject and they will match and surpass product 

that is frequently released by other foreign intelligence agencies.  

 

34. Other Intelligence Agencies unambiguously court academics and publicise their support to a given 

academic paper. It will enhance some academics careers if they make it known they are working 

with an Intelligence agency. As such, NSAC, Military Intelligence or the Gardaí could also co-author 

papers, or sponsor papers, which in turn be presented to key decision makers or indeed released to 

the wider public. To reiterate, this is not uncommon in other countries.   

 

3. Intelligence outreach/ robust public interest media 

 

35. On 04 and 05 Apr 22, the ‘Stories of our Times’ podcast, which is linked to The Times and Sunday 

Times (UK editions), ran two (2) podcasts over two (2) consecutive days called ‘Inside GCHQ’. The 

first podcast was an interview with GCHQ Director Sir Jeremy Fleming, openly identified, in their 

HQ in Cheltenham, also openly identified, talking about his career to date, the evolution of GCHQ, 

disinformation and the need for diversity within GCHQ, so that the analysis is not stale and reflects 

the diverse make up of Britain. He also spoke about the ‘Online Harms Bill’ which sought to counter 

disinformation and was perhaps the key message GCHQ were leveraging.  

 

36. The second podcast interviewed the GCHQ Historian, openly identified, the GCHQ Cyber Security 

Chief, openly identified, a female analyst, unidentified, who suffered from dyslexia, but because of 

her dyslexia was good at spotting patterns. She explained a test to the interviewer Mathew Syed, and 

then completed one she had not seen and explained her logic. The interviewer could not complete the 

test. The three (3) interviewees spoke of GCHQ’s diverse make up, the female analyst spoke of her 

passion for maths and finding an outlet for it despite her dyslexia. The key message from this podcast 

was likely GCHQ recruitment.     

 

37. There are other international podcasts such as Intelligence Matters hosted by former CIA Director 

Michael Morrell, which will openly identify and interview intelligence analysts, many of whom are 

still in service, operating at the Strategic level. These podcasts garner international audiences and 

given they are external media outlets e.g not outreach linked to a state agency, have extra credibility. 

Undoubtedly ground rules are decided pre interview that permits analysts engage without 

compromising their own, or national security. 

 



 

 

 
                               

38. The point being is that most western Intelligence agencies, will engage media, release their analysis, 

comment on their analysis and will have an outward face, even though much of their work will 

demand discretion. If NSAC, Military and Garda Intelligence are to evolve for the better, they need 

to become outward facing. Their analysis needs to unambiguously reach, in order of priority:  

 

a. elected Irish officials 

 

b. partner international agencies 

 

c. Irish Government departments 

 

d. academia 

 

e. the NSAC, Military and Garda Intelligence potential recruitment pool 

 

f. the general public  

 

g. last, but not least the DF and Garda internal audience. 

 

39. It is worth highlighting that this outreach is unlikely to work if purely in the academic realm. There 

is no shortage of academic analysis published by former Intelligence agency staff. The output needs 

to be accessible e.g mainstream media. Media would need to be given reporting guidance for source 

protection of NSAC, Military Intelligence and Garda analysts but this already exists and could easily 

be built upon.  

 

4. Academic outreach as a means of recruitment/ enhancing expert Intelligence analysis 

 

40. There are numerous third level courses in Ireland, that cover political analysis, international 

relations, cyber warfare, tech, even military history, all of whom would hugely appreciate an annual 

address from an NSAC, Military Intelligence or Garda subject matter expert. The benefit from this 

outreach would be felt in terms of civilian recruitment and networking. The analyst may identify 

emerging talent, and may even establish trust with a given lecturer or student e.g someone who 

observes something, or writes something of note, subsequently sends it onto a given desk analyst in 

light of a well delivered brief. 

 



 

 

 
                               

41. This outreach would require some caveats before an analyst appears in public. DF personnel working 

in S2/G2 appointments in UNDOF and UNTSO have been refused entry to Syria on account of 

Intelligence or CIS backgrounds. Nonetheless, third level institutions regularly operate lectures and 

addresses according to the Chatham House Rules. Placing caveats before a member of NSAC/J2/ the 

Gardaí makes an appearance, should in fact be relatively straight forward. How the student body may 

interpret the lecture cannot necessarily be controlled, though if State Intelligence were to target 

certain academic courses, such as cyber security, military history or international relations, it would 

be safe to say the majority students will more than likely already appreciate the needs for State 

Security and this appreciation could only be enhanced by positive engagement. The networking and 

reputational opportunities are apparent on several levels.   

 

5. NSAC, J2 and Garda assistance to elected Irish officials 

 

42. As previously stated, Irish politicians, who ultimately should provide direction to Irish State Security 

agencies, have very little knowledge of State Security, and worst still, have antiquated views when it 

comes to international peace and security and Ireland’s role in it. Compared to other countries, they 

are also extremely vulnerable in terms of personal safety. 

 

43. University of Toronto think tank the Citizen Lab, found that Israeli company NSO, which is linked to 

the Israeli state, was responsible for hacking phones and computers of numerous NGOs, human 

rights activists, and perhaps most shockingly, elected officials of foreign countries including French 

President Macron.21 NSO’s Pegasus software was sold to numerous governments and even corporate 

agencies.  

 

44. As Ireland was one of the first countries to recognise the PLO under the 1981 Bahrain Declaration, 

and given Irish politicians are among the first in the world to recommend goods from Israeli 

Settlements be made illegal, is it conceivable that Irish politicians could be targeted by the same 

software? One of the achievements of the Russian support to the Trump election, was highlighting 

that Presidential candidate Hilary Clinton had used a private email account when she was Secretary 

of State. Does anyone advise Irish elected officials on best practice and how to ensure their devices 

are not compromised? Most likely no. But given that actors most likely to commit such an offence 

may come from outside the State, and may be military, Intelligence, or acting with tantamount State 

acceptance, could NSAC, Military Intelligence or the Gardaí advise Irish elected officials on how to 

mitigate becoming an international headline?  

                                                 
21 See citizenlab.ca 



 

 

 
                               

 

45. The advice needn’t be exhaustive. The State should be able to pay for VPNs on devices of elected 

officials, advise them on State and Corporate espionage in Ireland, impart useful advice on when 

they travel abroad. It would protect Irish officials from foreign interference, and enhance awareness 

of State security overall.  

 

6. State Security Infrastructure against Disinformation 

 

46. On Fri 10 Jun 22, the Department of Housing, Local Government and Heritage published proposed 

amendments to the Electoral Reform Bill ‘to protect the integrity of our electoral and democratic 

processes and against the spread of disinformation and misinformation in the online sphere during 

electoral periods’.22 The proposals assigned ambitious powers to the Electoral Commission to issue 

take down notices, correction notices, labelling orders, access blocking orders or a notice requiring 

any operator to publish a statement informing end users of manipulative or inauthentic behaviour. 

But the Electoral Commissions remit against Disinformation, only lasts for the term of an election; 

e.g its announcement until polling day. There is no State apparatus countering Disinformation in a 

wider sense outside an electoral window; deliberate misinformation about vaccines, refugee centres 

etc. 

 

47. Neither NSAC, Military Intelligence or the Gardaí are involved with the Electoral Commission, nor 

is there provision for their involvement, yet disinformation is most certainly a hybrid tactic, and is 

most certainly deployed by State actors, frequently undercover military actors.  

 

48. Currently ‘disinformation’ falls under no particular Irish Government remit. The DF CIS Corps have 

expertise in cyber security and provided personnel to assist the HSE after the 2021 cyber-attack, but 

really CIS are only tasked with providing and protecting DF communications. The Data Protection 

Commission is concerned with Data Regulation and has a high profile given Dublin is the European 

HQ for most international tech firms. The National Cyber Security Centre, as well as the Gardaí, are 

primarily dealing with cyber-crime and criminal activity online. There is a volunteer academic run 

group called Media Literacy Ireland23 who receive some state funding (Arts Council, BAI, various 

third level institutions) but their output is relatively small. There is also an international organisation 

called Digital Action that is run out of Dublin, by Irish woman Liz Carolan24, she came to 

prominence initially working in the UK for the think-tanks the Open Data Institute and the Institute 

                                                 
22 10 Jun 22, Department of Housing, Local Government and Heritage press release ‘Proposals to enhance and protect the integrity 

of elections published’. 
23 Medialiteracyireland.ie/about 
24 See digitalaction.co and Twitter accounts @LizCarolan and @TransparentRef 



 

 

 
                               

for Government, then with an Irish group called the Transparent Referendum Initiative, who 

scrutinised targeted paid political ads on social media mostly around the 8th Amendment. They 

published regular analysis on overseas trends and social media company’s accountability, but now 

the Referendum is decided, their analysis is only of historic record. 

 

49. ‘Disinformation’ has been used to great affect, mostly by Russia to use principles of free speech and 

free expression to subvert democratic norms in a given country e.g the BREXIT referendum, the 

elections of President Trump, Benjamin Netanyahu, Jair Bolsanaro, Alexsander Vucic etc, and it is 

highly likely hostile state actors will continue to deploy disinformation in forthcoming elections, 

possibly the next Irish general election scheduled for Thu 20 Feb 2025, should the Government run 

to full term. Should a border poll be agreed upon, it will most certainly offer an opportunity for a 

hostile actor to cause disruption in both Ireland and Britain.  

 

50. With the recruitment of software analysts and social media analysts, NSAC or Military Intelligence 

could easily move into this space, though it is a difficult space to occupy frequently having to deduce 

between free expression, creativity, the nuance for satire and an outright lie intended to cause 

disruption. Though free expression is not guaranteed without responsibility, as the US judiciary even 

state ‘freedom of speech does not mean you can shout fire in a packed cinema.’ It can be of national 

security importance.  

 

51. In Jun 2019, social media analyst Ben Nimmo for the Atlantic Council (now working for Meta) 

spotted a trend whereby Russian bot farms were spreading disinformation on Reddit, Facebook and 

Twitter that the Real IRA were recruiting Islamic Fundamentalist fighters and the DUP were 

becoming more open to Irish reunification25. Another fake news story was that then UK Defence 

Secretary Gavin Williamson stated the Real IRA were responsible for the attempted assassination of 

Sergei Skripal. While both claims are laughable, their intention: dissent, disruption, deliberate 

manipulation were all present at a time when relations between Ireland and Britain were known to be 

in a poor state. That they did not achieve their intent is a testament to the Irish public, but in an age 

where people scroll rather than digest news, it very easily could have reached a vulnerable member 

of society who may have acted out on it.   

 

52. Informed sources working in social media suggest the Heads of Bill are unenforceable in their 

current form in that many social media companies already have analysts targeting disinformation and 

                                                 
25Russia tried to stir up Irish troubles, US think tank says, 24 Jun 2019:  https://euobserver.com/world/145248  

https://euobserver.com/world/145248


 

 

 
                               

misinformation but it is very difficult to interfere with any given citizens right to free speech, and 

indeed, the real crux of disinformation lies in paid, targeted advertising.26   

 

53. Military Intelligence could (post civilian recruitment) easily assign a team to monitor patterns of 

social media messaging or behaviour that are in direct contradiction of Irish security and the 

maintenance of law and order, including attempts to subvert Irish democratic norms. They would 

never have the ability to take down a post or an account, only the ability to inform the social media 

hosts and raise awareness of disinformation as an issue. They could work with the civilian analysts 

that currently exist in Dublin, who would be all too happy to cooperate with the Irish government in 

this highly unregulated evolving world. Military Intelligence could release periodic data when trends 

are spotted or by simply encouraging digital literacy among the Irish public. This awareness could be 

kept generic so as not to be seen as biased to any one side in a democratic debate: done effectively it 

would contribute to the maintenance of democracy, against those that seek to subvert it.  

 

Concluding Remarks 

 

54. The Consultative Forums demonstrated that neutrality is ill-defined, and that supporters of neutrality, 

are not willing to discuss neutrality even when it only amounts to 2 of 18 panels on a forum on 

International Security. Furthermore, their own proposals are a lot more akin to pacifism rather than 

neutrality, which á la Swiss or Austrian neutrality would require a massive investment in an Irish 

defence industry and even conscription.  

 

55. Ireland, with UN membership, EU membership, a security MoU with Britain since Sep 201327, a 

secret deal with the RAF since the 1950s to intercept hostile aircraft that was utilised a number of 

times recently, having a small military that purchases all its equipment from foreign militaries, meets 

absolutely no definition of neutrality.  

 

56. While I do not propose engaging in a debate on neutrality, which is ultimately a Government policy 

decision, I do feel that the wider articulation of Intelligence and Threat Analysis will contribute to a 

better understanding of security and indeed, what political and financial cost the country is willing to 

                                                 
26 31 Jan 22 Dark State podcast interviewed Nina Jankowicz who worked mitigating against Russian disinformation in Ukraine, 

prior to the war. She also wrote ‘How to lose the information war: Russia, Fake News and the Future of Conflict’. In the podcast, 

she acknowledged the role security services should play, but also warned against over securitising the issue: education is key. 
27 Oireachtas Library: MOU BETWEEN THE UK AND IRELAND ON THE ENHANCEMENT OF BILATERAL 

ENGAGEMENT ON CERTAIN ASPECTS OF DEFENCE AND SECURITY CO-OPERATION 

http://opac.oireachtas.ie/AWData/Library3/DEFMemorandum_of_Understanding_between_the_UK_and_Ireland_on_the_enhanc

ement_of_bilateral_engagement_on_certain_aspects_of_defence_and_security_co-operation19012015_174233.pdf  

http://opac.oireachtas.ie/AWData/Library3/DEFMemorandum_of_Understanding_between_the_UK_and_Ireland_on_the_enhancement_of_bilateral_engagement_on_certain_aspects_of_defence_and_security_co-operation19012015_174233.pdf
http://opac.oireachtas.ie/AWData/Library3/DEFMemorandum_of_Understanding_between_the_UK_and_Ireland_on_the_enhancement_of_bilateral_engagement_on_certain_aspects_of_defence_and_security_co-operation19012015_174233.pdf


 

 

 
                               

pay if we are to maintain a version of neutrality, or seek security solidarity with like-minded 

partners. 

 

57. While this may seem like an obvious point, but one that is not stated enough; if Irish Republicans 

and the Irish State as a whole are in any way serious about Uniting Ireland, on a consensus basis 

under the terms of the Good Friday Agreement, then preparations should be under way for what the 

Security Infrastructure of that United Ireland will look like. Currently Northern Ireland, falls under 

the very robust security architecture of the UK, while Ireland’s security architecture is shambolically 

under invested and misunderstood. A 2021 paper by Jennifer Todd identified four consistent 

concerns expressed by the Unionist community against a United Ireland, one of which is ‘the 

likelihood of violence and disorder, and the prospects of humiliation of and retribution for the 

Protestant and unionist population should Ireland be united’28. The 2022 Department of An 

Taoiseach Shared Island report29 makes literally no mention of security, policing or the military, 

despite the fact the future security architecture of a United Ireland will be one of the more 

contentious issues to resolve.  

 

58. At the forums, Palestine was raised several times, mostly from the floor. “Why isnt Ireland doing 

more for Palestine?” The DFA provide scholarships to 30 Palestinians every year to study in Ireland, 

furthermore Irish State donations to UNRWA, the UN agency acting as a de-facto Palestinian State 

infrastructure, are consistently high. The DF currently commits personnel to UNIFIL (Lebanon), 

UNDOF (Syria) and UNTSO (Egypt, Israel, Jordan, Lebanon and Syria); this is literally every UN 

peacekeeping mission dealing with the Israeli-Arab conflicts as they exist today, meaning this is the 

limit of what Ireland can provide under the Triple Lock. There are two Missions directly assisting 

Palestine, there is a US-Canadian-British training mission to the Palestinian Authority called the 

USSC, and there is a Peacekeeping Mission in the Sinai called MFO, that includes the Egyptian 

border with Gaza. Neither of these missions have a UN mandate, and Irish personnel cannot serve on 

either because of the Triple Lock. If Ireland were to abolish the Triple Lock and amend it to a 

Double Lock, Irish personnel could serve in both USSC and MFO, and truly announce that Ireland is 

contributing to the security assistance of Palestinians, more than Ireland is currently.   

 

59. On 20 Sep 21, the Israeli and Swedish Foreign Ministers had their first phone call in 7 years: this was 

the length of time Sweden were frozen out of any access to Israeli officials in light of Sweden 

recognising Palestine. Ireland likely could have a prominent role to play with advancing Palestinian 

                                                 
28 Tod, J. ‘Unionism, Identity and Irish Unity: Paradigms, Problems and Paradoxes’ 2021, https://muse.jhu.edu/article/810184/pdf  
29 Dept of An Taoiseach Shared Island Report, Dec 2022: https://www.gov.ie/en/campaigns/c3417-shared-island/  

https://muse.jhu.edu/article/810184/pdf
https://www.gov.ie/en/campaigns/c3417-shared-island/


 

 

 
                               

issues, but it would need to be strategized and analysed so that it would be effective. This requires 

robust Intelligence Analysis.  

 

60. Regarding the lack of an Irish National Security Strategy: over the past year most western countries 

have revised theirs in light of Russian aggression against Ukraine, energy insecurity, the risk of 

hybrid attacks etc etc. Germany labelled their National Security Strategy30, only published last 

month, a Zeitenwende or turning point. Ireland is currently vulnerable from a security perspective 

and there is no excuse given the high volume of tax revenue currently coming into the country. 

Ireland has been very lucky that the poorly resourced intelligence services it has, have done such a 

good job in preventing recent security incidents. An overall Security Strategy and more prominent 

roles for NSAC, Military and Garda Intelligence will ensure we rely on ability and not luck going 

forward.  

 

 

 

 

--------------------- 

Dónal Gallagher  

First Secretary, EU Division, DFA  

(Formerly Defence Forces Commandant 2002 - 2022, writing in a personal capacity) 

                                                 
30 German National Security Strategy: https://www.bmvg.de/en/national-security-policy  

https://www.bmvg.de/en/national-security-policy





























































































































































